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I. [bookmark: _Toc321311573][bookmark: _Toc347920180]INTRODUCTION
This guidance document is Volume 2 in a two-part series on employment background checks.  Volume 1 (http://beta.mmb.state.mn.us/doc/hr/background/vol1.pdf) provides information on employment background checks, with a focus on background checks conducted in-house, and Volume 2 focuses on background checks conducted by a vendor.  There are state and federal laws relevant to both in-house and vendor conducted background checks, and there are laws that apply only in a vendor context. This document is designed to focus on the additional considerations that are present when using a vendor.  Since many of the state and federal laws referenced in Volume 1 continue to apply in a vendor setting, both documents should be read together. 
The purpose of this document is not to provide legal guidance.  Instead, its goal is to provide general information on administering vendor conducted pre-employment background checks.  Unanswered questions of employment law may be addressed with the Attorney General’s office.  Agencies may also consult with their procurement office or the Materials Management Division at the Department of Administration for questions relating to the use of state contracts.
Where this guide references the current statewide master contract background check vendor by name, “American DataBank,” the information being communicated is specific to the services provided by American DataBank.  Where the guide uses the term “vendor,” the information is general to services provided by employment background check providers.
II. [bookmark: _Toc321311575][bookmark: _Toc347920181]
STATE AND FEDERAL LAW CONSIDERATIONS
A number of laws, rules and policies affect how employment background checks should be conducted.  It is important to keep in mind that many of the legal and policy considerations regarding employment background checks discussed in Volume 1 continue to apply to background checks conducted by a vendor.  Please see Volume 1 for a discussion of those considerations.  
The following state and federal laws relate specifically to vendor-conducted pre-employment background checks.  Each agency should review the content of this section so it can assess, plan for and manage risks prior to setting up an account with a vendor.  A summary of relevant laws is provided along with frequently asked questions.  
A. M.S. 16C – STATE PROCUREMENT
Minnesota Statute 16C limits the State’s ability to contract services from a vendor when state employees are able and available to do the work.  M.S. 16C.09 states in pertinent part:
1) “Before entering into or approving a service contract, the commissioner must determine, at least, that:
a) no current state employee is able and available to perform the services called for by the contract;
2) For purposes of paragraph (a), clause (1), employees are available if qualified and:
a) are already doing the work in question; or
b) are on layoff status in classes that can do the work in question.
An employee is not available if the employee is doing other work, is retired, or has decided not to do the work in question.”  
It is important to note that 16C applies to an agency’s own employees as well to statewide services provided by employees at other agencies.  
Agency Service Contract Certification
Prior to using the background check contract, the agency must complete a Service Contract Certification form (Appendix B7) certifying that its use of the contract complies with M.S. 16C.09.  This certification may cover a period of up to one year if so requested by the agency and authorized by MMD.
Questions related to the certification form, the service contracting process or M.S. 16C.09 should be directed to Brenda Willard in the Materials Management Division of the Department of Administration at (651) 201-2402 or to the agency’s procurement professionals.  
Background Check Services Currently Provided by State Agencies
As of December 2012, two state agencies are currently known to offer employment background check services. 
Department of Administration, RISK Management Division (RISK)
The Department of Administration’s RISK Management Division provides agencies free pre- and post-employment driver’s license (DL) and driving records checks for records in most, but not all, states.  This service is available upon request and is designed to help agencies comply with the State of Minnesota Policy on Driver’s License and Record Checks.  
American Databank, the state’s master contract background check vendor, also provides Driver’s License/Motor Vehicle (DL/MV) record check searches.  Agencies may only use American Databank DL/MV record check searches if it is part of a package of background checks purchased from the vendor since the package option is not available as a service through the Department of Administration.  Otherwise, agencies must use the Department of Administration for DL/MV checks.
Minnesota Bureau of Criminal Apprehension (BCA) at the Department of Public Safety
The BCA offers three Minnesota-specific criminal history searches, including:
1. A free online tool to search Minnesota public adult criminal conviction records from BCA’s Computerized Criminal History (CCH) System database.  
2. A $15 BCA conducted search of Minnesota public and private criminal conviction records contained in the CCH database.  Note: private records in the CCH database include arrest data, juvenile records, court information and convictions no longer defined as public (older than 15 years from the date the subject was discharged from their sentence).  Under M.S. 364, most state agencies are prohibited from using this type of private data for employment decisions and are limited instead to using conviction records (i.e., felonies, gross misdemeanors and misdemeanors for which a jail sentence may be imposed).  Some agencies have been granted statutory exemptions from M.S. 364’s limitations and, within the scope of the exemption, are authorized to receive all criminal history data whether public or private.  Agencies that are not exempted from M.S. 364 must provide BCA written notice on the service request form of their wish not to receive records prohibited by M.S. 364.  
3. A BCA conducted search of records in the Minnesota Predatory Offender Registry.
American Databank offers criminal background check services that the BCA does not and provides different sets of data.  A chart describing the differences between the BCA and American DataBank’s criminal background check services is attached in Appendix B1.  
Agencies are responsible for conducting an analysis to determine which of the criminal background check services are most appropriate for their business needs given the type and sources of the data delivered by each service provider.
B. CREDIT REPORTING AND DATA ACCESS AND RETENTION LAWS
Whenever a vendor conducts an employment-related background check on behalf of an employer, the federal Fair Credit Reporting Act (FCRA) and M.S. 13C – Access to Consumer Reports apply.  Both statutes contain similar provisions but there are a couple of differences.  
FAIR CREDIT REPORTING ACT 
The Fair Credit Reporting Act (FCRA) is a federal law that regulates the use and content of “consumer reports” (i.e., an employment background check report).  All background check reports (e.g., employment, address, education, etc.) are considered consumer reports and are covered by FCRA when obtained from a consumer reporting agency/background check vendor.
FCRA requires that the employer disclose its intent to conduct a background check and requires the subject’s authorization prior to conducting the background check.  A FCRA (and MN Data Practices Act) compliant disclosure and authorization form is provided in Appendix B4.
FCRA also requires that subjects of background checks receive Pre-Adverse Action and Adverse Action notices when the employer uses the contents of a consumer report, in part or whole, as a basis for deciding not to hire a job applicant.  These forms are available in Appendices B2 and B3.
M.S. 13C – ACCESS TO CONSUMER REPORTS
Nearly all of the requirements of FCRA (e.g., disclosure, authorization, regulation of the use and content of consumer reports, Adverse Action Notice) are duplicated in M.S. 13C.  The state statute differs from FCRA in the following limited ways:
· It requires only an Adverse Action Notice (not the Pre-Adverse Action Notice).
· It requires a “check box” in the disclosure and release form where the applicant can provide notice of their interest in receiving a copy of their consumer report (Appendix B5). 
M.S. 13 – MINNESOTA GOVERNMENT DATA PRACTICES ACT
The Minnesota Government Data Practices Act (GDPA) creates a presumption that state and local government records are accessible to the public, unless a statute or rule provides otherwise.  The law also details procedures for government agencies to follow in collecting and keeping records and in allowing access and inspection of records.  It also provides civil and administrative remedies and criminal penalties for violating the act.  The primary requirements of M.S. 13 as it relates to vendor conducted background checks include:
· Providing Tennessen notices to applicants so they are better positioned to make informed decisions about whether to disclose personal data to government entities.
· Obtaining informed consent of individuals to release their private data or to use their data in a different way.  
In addition to FCRA, M.S. 13C, and Adverse Action forms previously mentioned, Appendix B6 contains an Employment Reference Background Check form containing informed consent language compliant with M.S. 13.  With the exception noted below, agencies may modify this and all other forms provided in this document to meet their specific needs.  Note: FCRA and M.S. 13C forms must not be combined. FCRA requires an employer to use a “consent” form dedicated solely to the purposes of FCRA.   As a result, agencies must have the job applicant complete both consent forms B-4 and B-5 in order to satisfy the notice and consent requirements respectively of FCRA and M.S. 13 and 13C.
FAQs PERTAINING TO CREDIT REPORTING AND DATA ACCESS AND RETENTION LAWS
1. Our HR Office and/or supervisors have been conducting background checks for years.  FCRA and M.S. 13C have never applied before.  Why do they apply now?
FCRA and M.S. 13C apply when a consumer reporting agency (i.e., a background check vendor) is used to collect data and provide the employer with an employment background check report.   Conversely, FCRA and M.S. 13C do not apply when state agency staff conduct background checks themselves. 
2. Are the MMB forms developed for use with vendor conducted background checks compliant with FCRA, M.S. 13 and 13C?
Yes.  The Disclosure and Authorization Form (Fair Credit Reporting Act [FCRA]) [Appendix B-4]) complies with the disclosure and consent requirements of FCRA.  The Disclosure of Intent to Obtain Consumer Reports (Appendix B-5) complies with requirements under M.S. 13C for disclosure, consent and the applicant’s right to request a copy of his/her consumer report.  The M.S. 13C form also contains a Tennessen Notice as required under M.S. 13.  Last, the Employment Reference Background Check form (Appendix B-6) contains Informed Consent language required under M.S. 13.  
If an agency needs to create additional background check forms, information on complying with M.S. 13’s Tennessen Notice and Informed Consent provisions can be found at:  http://www.ipad.state.mn.us/docs/consentmain.html 
3. When our candidate completes the background check forms, do I need to send copies to the vendor?
The vendor must be sent a copy of the job applicant’s completed FCRA and M.S. 13C forms so it knows the candidate has authorized the background check(s).  Send a copy of the Employment Reference Background Check form to the vendor only if you are ordering that specific service from the vendor.  
4. Must an agency notify the applicant of the data areas it intends to search in its background check?
Yes.  State and federal law require disclosure to the applicant of the specific scope of data to be searched in the background check.  On page two of the M.S. 13C form (Appendix B5), a Scope of Background Check table has been included to satisfy this requirement. 
5. Can the applicant get a copy of their background check report?
Yes.  The applicant can request a copy by checking the box included at the bottom of page 1 of the M.S. 13C form or by making a request directly to agency staff or the vendor. Upon receipt of the request, the agency should notify the vendor of the applicant’s request.  The vendor will send the applicant a copy of the report and a summary of their rights under FCRA. 
6. Will American DataBank provide all Adverse Action Notice fulfillment required under FRCA?
Yes, for a $5 fee per applicant.  Agencies should discuss this service option with American DataBank when the agency account is established. 
7. If it uses the vendor’s adverse action fulfillment service, what is the agency’s role in ensuring that American Databank provides candidates with Adverse Action notices?
When the agency decides that it will not offer the applicant the job based in part or whole on the contents of the background check, it must notify American DataBank which will then send a Pre-Adverse Action Notice to the applicant, copied to the agency.  Note: if the agency decides to not offer the job to the applicant for reasons not based on the contents of the background check, FCRA and M.S. 13C do not apply.  However, having taken possession and presumptively read the background check report, the agency would be well-served to thoroughly analyze and document the job-related  reason/s not contained in the vendor’s report that form the basis for not offering the job.
8. 
How long should the agency direct the vendor to wait between sending the Pre-Adverse and the Adverse Action letters to the subject of the background check? According to the Society for Human Resource Management (SHRM), “The FCRA does not specify how long an employer must wait after making the pre-adverse action disclosure before actually taking adverse action and mailing the post-adverse action disclosure.  However, the purpose of the provision is to permit the individual an opportunity to correct any error in the report before adverse action is taken based on the information in the report.”  The Federal Trade Commission has mentioned a 5-day period and at least one court case has mentioned a 14-day period.  In the end, the decision should be made by the agency depending on the facts of the particular situation and with consideration for the law’s intended purpose of the process.  
9. What process should an agency follow if it is not using the vendor’s service to send pre-adverse and adverse action notices?  
When the agency decides that it will not offer an applicant the job based in part or whole on the contents of the background check report, it must send the applicant a Pre-Adverse Action notice, a copy of the report and a written description of the applicant’s rights under FCRA (appendix B8).  If the agency decides to not offer the job to the applicant for reasons not based on the contents of the background check report, FCRA, 13C and the adverse action process do not apply.  However, having taken possession and presumptively read the background check report, the agency would be well-served to thoroughly analyze and document the job-related  reasons not contained in the report that form the basis for not offering the job.
10. How long will American DataBank retain the background check data? 
American DataBank will retain all data associated with background check activity subject to auditing for six years from the date of the end of the contract or transaction as required by M.S. 16C.05, subd.5.  At the end of the six year term, the data will be destroyed in a manner that prevents the content from being determined.  
11. How long should an agency retain vendor conducted background check data?
FCRA provides an applicant or the Consumer Financial Protection Bureau (CFPB) (enforcement of FCRA has transferred from the FTC to the CFPB this year) a five year window in which to file a claim in United States District Court against an employer for alleged violation of FCRA relating to a background check.  The five year window typically begins on the date the alleged violation occurred.  A FCRA violation may occur anytime between seeking authorization for the check and several months after the background check is completed.  Accordingly, it is recommended that agencies retain all data arising from vendor conducted background check on an applicant or employee for six years from the date the background check was authorized by the applicant/employee.  The data includes but is not limited to: all background check forms completed by the applicant, the  background check report, any documented communication relating to the background check and hiring decision, any adverse action or other notices sent to the applicant and any dispute information submitted by the applicant.  Note: for information on data retention of employer conducted background checks, review page 47 of the Data Practices for Personnel Records and Guidelines for Background Checks found at http://www.mmb.state.mn.us/doc/hr/tennessen/datapractices.pdf.  
12. Where should vendor conducted background check data be retained?
Background check data should be retained in a secure, separate file, typically in the Human Resources Office.  In no case should background check data be retained in an employee’s personnel file (e.g., where the applicant is later hired or the background check is on a current employee). 

C. EMPLOYMENT DISCRIMINATION LAWS
Title VII of the Civil Rights Act of 1964
This federal law prohibits discrimination in employment on the basis of sex, race, color, national origin and religion.  Employers with 15 or more employees are required to adhere to the Act and its protections extend to both employees and applicants.  
M.S. 363A - HUMAN RIGHTS ACT
This state statute makes it an unfair discriminatory practice to seek, obtain or use, for purposes of making a job decision, information from any source that pertains to the following protected classes, unless it can be shown to be a bona fide occupational qualification or unless such information is required by law (in which case a Tennessen notice is required when collecting the data):
	Race
	Marital Status
	Status with Regard to Public Assistance

	Creed
	Religion
	Membership or Activity in a Local Commission

	Color
	 National Origin
	Disability

	Sex
	Sexual Orientation
	Age

	Local Human Rights Commission Activity
	


FAQs PERTAINING TO Title VII and M.S. 363A
1. Do any of the background checks available through American DataBank provide information barred under Title VII or the MN Human Rights Act?  
None of the background checks available from American DataBank provide information related to any of the protected classes under either law.  However, be aware that the Department of Human Rights (DHR) website cautions that the practice of conducting credit history checks, while is not itself discriminatory, could prove problematic (http://www.humanrights.state.mn.us/employers/hiring.html).  Applicants' credit records may indirectly reveal marital status, date of birth or public assistance status.  Rejecting applicants on the basis of poor credit worthiness or history could also have a disproportionate, adverse impact on applicants who received public assistance, or who are of particular races or marital status.  
The federal Equal Employment Opportunity Commission (EEOC) has similar concerns with credit checks and has also communicated its concern over employers’ use of criminal history background check data (http://www.eeoc.gov/laws/guidance/arrest_conviction.cfm).  The EEOC has indicated that disproportionate numbers of individuals in some racial and ethnic groups have been convicted of crimes.  It cautioned employers that while conducting criminal background checks does not violate Title VII, employers’ use of criminal record information may violate Title VII if it is done in a discriminatory way (i.e., disparate treatment or disparate impact).  For additional information on EEOC guidance on conducting criminal background checks, please consult their website at http://www.eeoc.gov/.  
M.S. 364 – Criminals; Rehabilitation (discussed in the next section) includes a detailed process that public employers must follow (unless statutorily exempted) to provide appropriate consideration of applicants with criminal records. 
American DataBank has taken precautions to ensure that agencies do not receive data barred by Title VII, M.S. 363A, etc.  Agencies can further strengthen their practice by ensuring their use of background checks are job-related and consistent with business necessity.

M.S. 364 – CRIMINAL OFFENDERS; REHABILITATION
Unless an agency is statutorily exempted, this statute prohibits disqualification of any candidate for public employment because of a prior criminal conviction unless the conviction relates directly to the employment sought.  The law also limits the scope of criminal records that a public employer can use in connection with an application for public employment.  
Additionally, M.S. 364 requires the employer to provide notice to an applicant when the employer disqualifies her/him from further consideration for employment based in whole or part on the applicant’s prior conviction of a crime.  The notice must include information on the grounds for denial or disqualification, the earliest date the applicant can reapply, information on the applicant complaint and grievance procedure and notice that “all competent evidence of rehabilitation presented will be considered on reapplication.”
FAQs PERTAINING TO M.S. 364
1. Will American DataBank provide only the statutorily allowed criminal history data?
Yes.  American DataBank is required by contract to comply with the provisions of M.S. 364.04 to ensure agencies do not receive criminal history data prohibited by the Act.  Prohibited data includes:
· Records of arrest not followed by a valid conviction.
· Convictions which have been, pursuant to law, annulled or expunged.
· Misdemeanor convictions for which no jail sentence can be imposed.
2. What should I do if I receive criminal history data prohibited by M.S. 364 from American Databank?
Notify MMB’s Human Resources Management Division.  MMB will work with the agency and American DataBank to identify the failure and correct it.
3. Our agency is exempted from M.S. 364.  How do I ensure that our background checks are not limited by the provisions of M.S. 364?
Agencies exempted from M.S. 364 should contact MMB’s Human Resources Management Division and provide the statutory citation exempting their agency from M.S. 364.  MMB will confirm the exemption to American DataBank, and the agency and vendor will establish the requirements of the agency with regard to criminal history background checks.  MMB will consult as requested.
III. [bookmark: _Toc321311576][bookmark: _Toc347920182]
GETTING STARTED 
This section details a step by step task list agencies should use to develop their capacity to perform employment background checks using the state’s master contract vendor. Each agency, even those which have an existing policy and function, should review this section to ensure it has weighed and acted on all relevant legal, policy, and programmatic considerations.  
STEP 1:  DEVELOP AN AGENCY BACKGROUND CHECK POLICY, PROCEDURES AND FORMS
Task List
· Does the agency have a background check policy?  If not, develop one before conducting background checks.
· An Agency Template Policy is available at http://beta.mmb.state.mn.us/doc/hr/background/template.pdf  for use in agency policy development.  
· Does the agency’s policy comply with the Statewide Background Check Policy’s requirements to:
· Verify all job-related information on finalists pursuant to Minnesota Rules 3900-7500 – Appointments?  MN Admin Rules 3900-7500
· Conduct driver’s license and records checks for all positions covered by the Statewide Driver’s License and Record Checks policy.  Driver's License & Record Checks Policy
· Does the policy include a commitment to perform all agency-specific statutorily required background checks?
· Has the agency fully considered the EEOC’s Enforcement Guidance – Consideration of Arrest and Conviction Records in Employment Decisions under Title VII of the Civil Rights Act of 1964 in its policy development?  EEOC Enforcement Guidance
· Does the agency policy state that all background checks conducted will be job-related and consistent with business necessity?
· Has the job-related basis for each agency-required mandatory background check (required for all agency positions) been documented? 
· Is there a procedure to determine and document the job-related basis for any “additional” background checks required for a position?
· Does the policy prohibit the agency from inquiring into or considering the criminal record or criminal history of an applicant for public employment until the applicant has been selected for interview by the agency (M.S. 364.021[a])?
· Does the policy direct that all employment offers are contingent upon completion of background checks with satisfactory results?
· Does the policy direct that a finalist may, at the discretion of the agency, be rejected if he or she provides inaccurate, untruthful information, does not fully participate in a required background check or does not sign or complete a required form?
Job Postings
· Does the agency’s selection process require that job postings provide notice of background check requirements? 
Consent Forms
· Does the process include using a background check consent form dedicated solely to meeting the Fair Credit Reporting Act’s (FCRA) consent requirements?  FCRA
· Does the process meet the M.S. 13C; Access to Consumer Reports requirement that a “check  box” be included in a consent form allowing the subject to indicate interest in receiving a copy of the report?  M.S. 13C
· Does the process meet M.S. 13; MN Government Data Practices Act requirements relating to providing a Tennessen Notice and Informed Consent (when applicable)?  M.S. 13
Use of Data
· Does the process ensure that only job-related background check data is presented to and considered by job offer decision-makers (i.e., the hiring supervisor and/or manager)?  
· Does the process ensure that an HR staffer (or legal counsel) reviews report contents and removes non-job related data to mitigate the risk of employment decisions being made on non-job-related factors?
· Does the process ensure that management will be provided only job-related data to mitigate exposure to Title VII (Title VII) and M.S. 363A’s (M.S. 363A) prohibitions against discrimination on the basis of protected status?
· Does the process ensure that only job-related criminal history data is considered by the job offer decision-makers?
Notice Provisions - FCRA
· Does the process include sending Pre-adverse Action and Adverse Action notices to background check subjects if they will be removed from consideration based in part or whole on the contents of a vendor’s background check report?
· Has use of the vendor’s adverse action fulfillment service been reviewed and determined?
· If the agency will send adverse action notices, does it have FCRA compliant Pre-adverse and Adverse Action notice templates?
· Does the process include sending required attachments or content with each notice, specifically:
· Pre-adverse Action notice must be accompanied by:
· A copy of the background check report.
· A copy of the consumer’s rights under the FCRA form.
· Adverse Action notice content must include:
· That the adverse action was taken on the basis of the consumer report.
· The name, address, and phone number of the vendor that supplied the report.
· A statement that the vendor did not decide to take the adverse action and is unable to provide the subject with specific reasons for the action.
· A notice of the subject’s right to obtain another free copy of his or her report from the vendor within 60 days.
· That the subject has the right to dispute the accuracy or completeness of any information in the report.
· Has a decision been made on a standard number of days the agency will wait between sending a Pre-Adverse Action and subsequently sending an Adverse Action notice (in order to meet FCRA’s intent to provide the subject with an opportunity to contest the report’s content)?
· Has the agency considered the FTC’s 1997 letter which indicated five business days appeared reasonable given the facts described in the letter?   Brinkerhoff-Weisberg Letter - FTC 1997
· Has the agency considered more recent case law such as the 8th District Court decision dated 2/24/11 that 14 calendar days provided ample opportunity, given the facts presented, to dispute a background report?   Johnson vs. ADP...
· Does the process provide the option to extend the wait time between sending the notices based on case specific facts?
Notice Provisions – M.S. 364
· Does the process satisfy M.S. 364’s Criminal Offenders; Rehabilitation Act’s notice requirements?   M.S. 364
· Has the agency determined whether and, if so, which agency positions are exempted from M.S. 364?
· If agency positions are exempted from M.S. 364, has the agency provided MMB statutory citations to support the exemptions?  The data will be communicated to the vendor so they can report criminal history data consistent with statute.  
· Does the process ensure that, for positions covered by M.S. 364, the agency’s consideration of criminal history data is restricted to “…convictions of felonies, gross misdemeanors, and misdemeanors for which a jail sentence may be imposed”?
· Does the process provide a subject (who will otherwise be removed from further consideration) written notice of their opportunity to submit evidence of rehabilitation to the agency to support their candidacy for the position?
· Does the process provide written notice of denial of employment under M.S. 364.05, including the specific communications to be added to the notice letter (e.g., the grounds for denial, the applicable complaint procedure, etc.)? 

STEP 2:  COMPLETE A SERVICE CONTRACT CERTIFICATION FORM
Prior to using the state’s Master Contract vendor, an agency must submit a Service Contract Certification form to the Materials Management Division (MMD), Department of Administration.  The form certifies the agency’s compliance with requirements of M.S. 16C.09, by documenting that, as required by M.S. 16C.09, there are no “able and available” state employees to perform the services required by the agency.  16C.09
Task List
· Two state programs provide background check services.  Consider the following information prior to completing your agency’s Service Contract Certification.  
· Does or will your agency conduct driver’s license and records checks?
· If so, determine whether the RISK Management Division’s (RISK, Department of Administration) driver’s license and record checks service can meet the need.
· Does or will your agency conduct Minnesota-specific criminal history checks?
· If so, determine whether the Minnesota Bureau of Criminal Apprehension’s (BCA) Minnesota criminal history check services can meet this need.  
· If your agency wishes to use the vendor for either or both of the services provided by RISK and BCA, contact MMD to discuss whether the agency’s rational for such action would satisfy M.S. 16C.09.
· Has your agency submitted and received approval from MMD for its Service Contract Certification Form covering all services to be purchased from the vendor? 
STEP 3:  ESTABLISH A PURCHASE ORDER
To set up an account, the agency will need to complete a purchase order encumbering funds to use the vendor’s services.  A copy of the purchase order must be sent to the vendor.  
Task List
· Has the agency completed a purchase order encumbering funds to use the vendor’s services?
· Has a copy of the purchase order been e-mailed to the vendor?
STEP 4:  IDENTIFY AND ASSIGN BACKGROUND CHECK ROLES 
The agency must staff the background check function with employees assigned and trained to perform background check activities.  The roles include:
· A Background Check Administrator who will serve as the first point of contact for the vendor’s service-related questions.
· A Billing Contact who will serve the same role for billing activity.
The agency will also need to determine which employee(s) will be assigned to use the vendor’s order entry and reporting system.  The level of system access will depend on each employee’s role.  For instance:  
· Level 1 system users will only have access to order (enter) pre-employment background check requests into the system and will not have access to view results.
· Level 2 system users have access to order (enter) pre-employment background check requests into the system and will have access to view the results.  System users will be notified via email that results are available on line to be retrieved.  Results will be not be emailed to system users due to the unsecure nature of emails.  
Task List
· Have background check roles and tasks been assigned to the appropriate staff?
· Has a Billing Contact been identified to serve as the vendor’s first call for help on billing issues?
· Has a Background Check Administrator been identified to serve as the vendor’s first call for help on service provision issues?
· Has a Level 1 administrator been assigned to enter background check orders into the vendor system?
· Has a Level 2 administrator been assigned to receive the highly sensitive background check data from the vendor?
· Has the Level 2 administrator or another employee been assigned the role of reviewing the background check data, removing non-job-related data, and counseling job decision-makers about the data as needed?
· Is there a review process in place to audit and ensure that no employee uses the background check system for non-work-related purposes?
· Are agency background check administrators trained on the laws, regulations, MN Rules, policies, PERSLs and guidebooks that apply to conducting background checks, including but not limited to:
· FCRA
· Title VII
· EEOC Enforcement Guidance 
· M.S. 13, 13C, 16C.09, 363A, and 364  
· MN Rule 3900-7500
· Statewide Background Check policy
· Statewide Driver’s License and Record Checks policy
· Applicable agency policies
· PERSL  1414 Background Checks for Current and Former State Employees 
· Volume 1 – A Guide for Employment Background Checks
· Volume 2 – A Guide for Vendor Conducted Employment Background Checks
· Has a filing system been established to secure background check data?
· Is the data located in a secure setting, separate from employees’ personnel files?
· Have only those employees with a job-related reason been granted access to the files? 
STEP 5:  SET UP ACCOUNT WITH VENDOR
The vendor must establish an agency account in its order entry and reporting system.  It will require the information indicated in the task list to complete this activity. 
· Has the agency provided the vendor the following information:
· Name, phone number and e-mail address of the agency billing contact. 
· Agency billing address, billing codes, and purchase order number.
· Name and contact information for the agency background check administrator.
· Name, contact information and access level for system users.
· Has the agency received confirmation from the vendor that its billing and employee access have been established in the vendor’s system?  
STEP 6 – WEBINAR TRAINING WITH VENDOR
Upon completion of steps 1 – 5, the agency can contact the vendor to schedule webinar training.  The training will focus on how to access and review vendor services and prices; enter background check requests; and retrieve and read results. 
Task List
· Has the agency set up and completed the vendor’s web-based training on how to use the order entry and reporting system?
STEP 7 – BEGIN USING VENDOR SERVICES
After vendor training has been completed, the agency can begin using the vendor’s background check services.  It will be important for the agency to monitor the vendor’s service delivery to ensure that:
· The vendor’s services meet the agency’s background check needs. 
· The services meet contract requirements (e.g., compliance with M.S. 364 where applicable).
· The data provided by the vendor is presented in a manner understandable to those responsible for assessing the data’s job-relatedness and impact on the finalist’s continued consideration.  
· The incumbents in the administrative roles in the background check process are performing their duties consistent with expectations, training, policies, Rules, regulations and laws.  
· Process improvements are made as needed to improve service, clarify administrator roles and better ensure legal and policy compliance.
Any problems or concerns about the vendor’s service delivery or compliance with contract requirements should be reported to MMB.

FAQs Pertaining to General Agency Background Check Practices
1. What other state resources are available on conducting background checks?
Agency staff responsible for administering background checks should read Section II of Data Practices for Personnel Records and Guidelines for Background Checks on conducting background checks.  This document can be found at:
http://www.mmb.state.mn.us/doc/hr/tennessen/datapractices.pdf.  Staff should also review Volume 1 of this two-part series—A Guide for Employment Background Checks, as it contains information relevant to both in-house and vendor conducted background checks.
2. Who should be a Level 2 Background Check Administrator (thereby gaining access to sensitive personnel data)?
It is recommended that only HR staff be assigned to the Level 2 Background Check Administrator role, except where other agency personnel possess the required training, expertise and understanding of employment law to successfully perform the duties.  
3. We need more than one person supporting the background check function and they each need access to the vendor’s systems?  How will this work?
Agencies can work with the vendor to establish access for multiple users and determine their roles (e.g., Level 1 versus Level 2 Background Check Administrator).
4. If our agency does not currently have a background check policy, should we develop one?  
Yes, agencies conducting background checks must do so under an agency policy.  See the statewide Background Check Policy (http://beta.mmb.state.mn.us/doc/hr/background/policy.pdf ) and page 39 of Data Practices for Personnel Records and Guidelines for Background Checks for guidance on policy content.  See the link to an Agency Policy Template on page 13 of this document.  Examples of agency background check policies can be found at:  https://extranet.mmb.state.mn.us/hr-labor/hr/hrdp/reference/reference.asp
5. When should an agency determine the scope of a background check required for a vacancy? 
A best practice is to determine the scope of the background check prior to posting the vacancy.  Careful consideration needs to be given to the agency’s ability to demonstrate that the data areas searched are job-related and justified by business necessity.  Use of background check data must be legally compliant.  The EEOC and MN DHR have communicated concern about employers’ use of background check data.  Further information on specifics of the EEOC’s concerns can be found at the following links: 
http://www.eeoc.gov/eeoc/meetings/10-20-10/tonowski.cfm
http://www.eeoc.gov/laws/guidance/arrest_conviction.cfm 
6. 
What should be done if a candidate refuses to consent to our background check?
First, ensure that the agency’s background check is job-related and justified by business necessity.  Personnel Rule 3900.7500 directs that, “The appointing authority is responsible for verifying all job-related information on all prospective employees for civil service positions.” Failure to consent to the agency background check prevents the appointing authority from carrying out its duty under the Personnel Rule and is grounds for removing the candidate from consideration for the job.  As always, this must be an informed decision made after collecting all relevant facts and discussing them with relevant authorities in Human Resources, Labor Relations and management.
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Adverse Action Notice – This notice is a requirement of the Fair Credit Reporting Act (FCRA) and M.S. 13C – Access to Consumer Reports.  The requirement is triggered when an employer decides to not offer employment to an applicant based in whole or part on data in a background check report.  The applicant must receive an Adverse Action notice (see Pre-Adverse Action Notice for a precursor requirement), and the notice must contain, among other things, the name, address and phone number of the vendor and notice that the applicant has the right to dispute the accuracy or completeness of any information in the consumer report.  The Adverse Action notice can be sent no earlier than five calendar days after the Pre-Adverse Action notice is sent.  Note: meeting the Adverse Action Notice requirements of FRCA also satisfies the same requirements under M.S. 13C.  
Adverse Action Fulfillment – A fee-for-service provided by the state background check vendor to send applicants all documentation required under the Pre-Adverse Action and Adverse Action sections of federal and state law (see FAQs # 6, 7, 8 and 9).
Pre-Adverse Action Notice – The notice is a requirement of FCRA.  Before an adverse action (i.e., declining to make an employment offer) is taken, the applicant must be sent a Pre-Adverse Action Notice as well as a copy of the consumer report and an explanation of the applicant’s rights under FCRA.  
Consumer Report – A written, oral or other communication of information by a consumer reporting agency bearing on a consumer’s credit worthiness, credit standing, credit capacity, character, general reputation, personal characteristics or mode of living that is used or expected to be used or collected in whole or in part for, including but not limited to, employment decisions.  
Consumer Reporting Agency – A person that, for monetary fees, dues or on a cooperative nonprofit basis, regularly engages in whole or in part in the practice of assembling or evaluation consumer credit information or other information on consumers for the purpose of furnishing consumer report to third parties.  
[bookmark: _Toc321311578][bookmark: _Toc347920184]
APPENDIX B:  BCA CHART AND FORMS
[bookmark: _Toc347920185]Appendix B-1:  BCA and American DataBank Criminal Background Check Comparison Chart




	
	BCA FREE ONLINE CHECK
	BCA $15 CHECK
	AMERICAN DATABANK
CHECK

	Option to check other states
	No
	No 
	Yes

	Online versus paper-based
	Online
	Paper
	Online

	Search criteria 
	Name and date of birth
	Name and date of birth.  There may be multiple people with the same name and date of birth. If there is question about identity, the applicant goes to BCA for fingerprinting.
	Name, Date of Birth, SSN and Address

	Provides aliases?
	No (will return “no record” if name and date of birth is not an exact match to a record in system).
	Returns records associated specifically with that name and date of birth.  Will return “no record” if the name and date of birth is not an exact match.  If there is a known alias in the court records for that particular name and date of birth, the alias will be provided, along with any Minnesota criminal history associated with that alias.
	American Databank searches for possible aliases first as part of the criminal background check service, using name, social security number and date of birth.  If an alias is found, there is an option to include those aliases as part of the criminal background search

	Includes address verification (out-of-state verification)?
	No
	No
	Yes, as part of its criminal background check service, American Databank searches up front for all known addresses associated with the name, date of birth and social security number. If out-of-state addresses are found, the user has the option to include those states in the criminal background check results.

	Available as a package with other employment checks?
	No
	No 
	Yes


	Source of data
	BCA Computerized Criminal History (CCH) Data System fed by courts, law enforcement, corrections.  Records are matched with fingerprints.  If there is no existing fingerprint file in the system and the incoming data is a court disposition, the data from the 3rd party source is suspended and would not be available.  
	BCA Computerized Criminal History (CCH) Data System fed by courts, law enforcement, corrections.  Records are matched with fingerprints.  If there is no existing fingerprint file in the system and the incoming data is a court disposition, the data from the 3rd party source is suspended and would not be available. 
	American Databank goes directly to County/State Courts.  Since the records come directly from the courts, court dispositions without fingerprints do not get suspended as they do in the BCA system.  American Databank also runs the free online BCA check as an additional measure of coverage


	How far back?
	15 years after a person is discharged from his/her sentence.
	More than 15 years after a person is discharged from his/her sentence.
	As far back as the court records go.


	Includes arrest and other private data?
	No, public records only, which includes adult convictions that are public for 15 years after a person is discharged from his/her sentence. 
	Yes, includes arrest data, juvenile records (only for some agencies with authority to access), stays of adjudication, court information, convictions older than 15 years, and sealed court records (if the court order did not include sealing of BCA records).   Arrest data is excluded only if specifically requested on the BCA form.
	No, excludes any information not available through the courts (such as information from corrections or law enforcement).  Specifically excludes data not permitted for use in employment checks under M.S. 364 (arrest data, etc.) unless the agency presents MMB with documentation of a statutory exemption to coverage under M.S. 364.

	Time frame
	Instant
	2 weeks promised if the form is sent to the BCA.  According to BCA, actual turnaround is usually a day or two.  When requested in-person at the BCA, the results can be provided immediately (if 3 or fewer requests) or picked up the next business day.
	24-48 hours
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[bookmark: _Toc347920186]Appendix B-2:  Pre-Adverse Action Notification
Date 
Applicant Name 
Address 
Dear Applicant: 
A decision is currently pending concerning your application for employment at 
	.  We are forwarding a copy of the consumer report that you authorized in regard to your application for employment, together with a “Summary of Rights under the Fair Credit Reporting Act.”  The contents of the enclosed report are currently under review in consideration of your employment. 
If this report contains any information that is inaccurate or incomplete, you should contact our office immediately so that the corrected information can be reviewed prior to an employment decision being made. 
Sincerely, 
Enclosures
[bookmark: _Toc347920187]
Appendix B-3:  Adverse Action Notification
Date 
Applicant Name 
Address 
Dear Applicant: 
We regret to inform you that based on our hiring criteria we are unable to consider you further for an employment opportunity with our organization.  Our decision was made in part from the information we received from American DataBank, our employment screening vendor.  
In accordance with the Fair Credit Reporting Act, you have previously received a copy of this information and a copy of your rights under the Act.  You also have the right to obtain an additional free copy of the report within 60 days of your receipt of this letter by contacting the supplier at the addresses and telephone numbers below. 
Please refer to these documents if you have further questions.  You have the right to dispute the accuracy or completeness of the information contained in the report(s) by contacting American DataBank or, if the report is a credit report, by contacting the credit bureau that furnished the report. 
For credit reports, contact the bureau that supplied the report as listed on the consumer report: 
· Experian: Consumer Assistance, P.O. Box 2350, Chatsworth, CA 91313 (888) 397-3742 
· Equifax: P.O. Box 740241, Atlanta, GA 30374-0241 (800) 685-1111 
· TransUnion: P.O. Box 7000, North Olmstead, OH 44071 (800) 888-4213 
For information on non-credit reports, contact: 
American DataBank 
110 16th Street, 8th Floor 
Denver, CO 80202 
800-200-0853 phone 
303.573.1779 fax 
Any dispute regarding the information on your report must be resolved with the agencies above.  Thank you for your interest in employment with our organization. 
Sincerely,
[bookmark: _Toc347920188]
Appendix B-4:  DISCLOSURE REGARDING BACKGROUND INVESTIGATION

The agency, ____________________, (“the Agency”) may obtain information about you from a third party consumer reporting agency for employment purposes.  Thus, you may be the subject of a “consumer report” and/or an “investigative consumer report” which may include information about your character, general reputation, personal characteristics, and/or mode of living, and which can involve personal interviews with sources such as your neighbors, friends, or associates.  These reports may contain information regarding your credit history, criminal history, social security verification, motor vehicle records (“driving records”), verification of your education or employment history, military records, government exclusion lists, FBI finger printing, drug testing or other background checks.  Credit history will only be requested where such information is substantially related to the duties and responsibilities of the position for which you are applying. You have the right to get a copy of your report.

You have the right, upon written request made within a reasonable time, to request whether a consumer report has been run about you, and disclosure of the nature and scope of any investigative consumer report and to request a copy of your report.  These searches will be conducted by American DataBank, 110 Sixteenth St., 8th Fl., Denver, CO 80202, 1-800-200-0853.


Print Name: _________________________________________

Signature: _________________________________________  Date: __________________
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ACKNOWLEDGMENT AND AUTHORIZATION FOR BACKGROUND CHECK
I acknowledge receipt of the separate documents entitled DISCLOSURE REGARDING BACKGROUND INVESTIGATION and A SUMMARY OF YOUR RIGHTS UNDER THE FAIR CREDIT REPORTING ACT and certify that I have read and understand both of those documents.  I hereby authorize the obtaining of “consumer reports” and/or “investigative consumer reports” by the Agency at any time after receipt of this authorization and throughout my employment, if applicable.  To this end, I hereby authorize, without reservation, any law enforcement agency, administrator, state or federal agency, institution, school or university (public or private), information service bureau, employer, or insurance company to furnish any and all background information requested by American Data Bank, 110 Sixteenth St., 8th Fl., Denver, CO 80202, 1-800-200-0853, www.americandatabank.com, and/or the Agency itself.  I agree that a facsimile (“fax”), electronic or photographic copy of this Authorization shall be as valid as the original.


Print Last Name__________________________ First _________________ Middle_______	
Other Names/Alias _______________________________________________________________
Social Security* # _______________________________Date of Birth*______________________
Driver’s License # __________________________State of Driver’s License*__________________
Present Address _________________________________________________________________

City/State/Zip ___________________________________________________________________

Phone Number:___________________________________
 
Signature:__________________________________ Date: _________________________

*This information will be used for background screening purposes only and will not be used as hiring criteria. American DataBank’s privacy policy can be found on their website.

Page 2 of 2
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Appendix B-5:  Disclosure of Intent to Obtain Consumer Reports (Minn. Stat. 13C – Access to Consumer Reports)
For employment purposes, I authorize the agency, 	, 
and/or American DataBank to obtain consumer reports in connection with my employment application or from time to time during employment in accordance with applicable law.  I understand that these consumer reports may include, but are not limited to: names and dates of previous and current employment, work experience, work habits, work performance, criminal history records (from local, state, federal or other law enforcement agencies’ records), sexual offenders lists, wants and warrants records, motor vehicle records, military records, educational verification, license verification, credit history, residential history, social security number trace or validation, civil case history, OIG/GSA history, OFAC/Patriots Act history, sanctions lists and FBI fingerprint check.  
I understand that in the case of an investigative consumer report, the report may include information obtained through personal interviews regarding my character, general reputation, personal characteristics, or mode of living.
I further understand that I may request, in writing, a complete and accurate disclosure of the nature and scope of the report.

Print Name: _________________________________________

Signature: _________________________________________  Date: ___________________

Please check this box if you would like to receive a copy of a consumer report if one is obtained by the agency.  □
A summary document detailing your rights as a consumer accompanies this form.
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NOTICE OF INTENT TO COLLECT PRIVATE DATA (TENNESSEN)
The Agency, ____________________________, and American DataBank, as its vendor, will obtain consumer reports, as indicated below, for the purpose of allowing the Agency to make informed decisions on my suitability for employment. 

I understand that the data obtained through this background check will be accessed by authorized personnel whose jobs reasonably require access.  This may include vendor personnel, agency Human Resources, background check administrators, exclusive representatives, and others as allowed under State or federal law.

I understand that I am not legally required to give my consent, but that if I do not, I will be removed from consideration for employment.   I understand that I have an obligation to fully and accurately provide all information requested for background check purposes.

I have reviewed and understand the contents of this document.

Applicant Name:	 __________________________________________________

Applicant Signature:	__________________________________________________

Date:			__________________________________________________
	Scope of Background Check:

		Multi-Jurisdictional Criminal Background Check
	County Criminal Search
	National Criminal Background Check
	Federal Criminal Background Check
	Social Security Number and Address Verification
	Credit Report
	Education Verification
	DOT Employment Verification
	Sanction Screenings
	U.S. Treasury, Office of Foreign Assets Control (OFAC)
	Other Screening Services: Immunization, Document Management
		National Sex Offender Registry Check
	County Civil Records Search
	FBI Fingerprint Check
	International Criminal Background Check
	CDL/Driver’s License Verification and Driving Record
	Professional License Verification
	Employment History & Verification
	Reference Checks
	Military Records
	Skip Trace Reports
	Social Security Number Validation
 Other: _____________________________
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Appendix B-6:  Employment Reference Background Check

Applicant Name: ________________________________________ Date: _____________________ 
It is the policy of the Minnesota Department of ____________________ to conduct employment reference checks on applicants prior to employment.  Please provide the information requested below on any previous and current employment that is relevant to this position so that we may contact each of your employers to conduct an employment reference check.  
Providing this information is voluntary.  However, if you chose not to provide the requested information, either in part or total, you will be removed from further consideration for this opportunity.   You may ask questions of or withdraw your permission for this release at any time by speaking with your MMB contact for this opportunity.   If you have served in any branch of the U.S. Armed Forces, please also include that experience, if relevant.  Use additional sheets if necessary. 
**If you have references, please attach them to this form or submit them to the interviewer during the interview.  Please be sure that your reference data provides all information requested in this form.
Dates of Employment: From ____________________ to ___________________
Employing Firm: ______________________________Job Title: ________________________
Address:  ___________________________________________________________________
___________________________________________________________________________
Supervisor: ______________________________Supervisor Phone:_____________________
Reason for Leaving:___________________________________________________________
Were you ever disciplined/discharged from this employer?  No_______ Yes_______
If ‘Yes’,  disciplined 	 discharged 	 please explain:
___________________________________________________________________________
___________________________________________________________________________
Can we contact your current Supervisor prior to a job offer? No_______ Yes _______
 Notify me prior to contacting Supervisor
Dates of Employment: From ____________________ to ___________________
Employing Firm: ______________________________Job Title: ________________________
Address:  ___________________________________________________________________
___________________________________________________________________________
Supervisor: ______________________________Supervisor Phone:_____________________
Reason for Leaving:___________________________________________________________
Were you ever disciplined/discharged from this employer?  No_______ Yes_______
If ‘Yes’,  disciplined 	 discharged 	 please explain:
___________________________________________________________________________
___________________________________________________________________________
Can we contact your current Supervisor prior to a job offer? No_______ Yes _______
 Notify me prior to contacting Supervisor
Dates of Employment: From ____________________ to ___________________
Employing Firm: ______________________________Job Title: ________________________
Address:  ___________________________________________________________________
___________________________________________________________________________
Supervisor: ______________________________Supervisor Phone:_____________________
Reason for Leaving:___________________________________________________________
Were you ever disciplined/discharged from this employer?  No_______ Yes_______
If ‘Yes’,  disciplined 	 discharged 	 please explain:
___________________________________________________________________________
___________________________________________________________________________
Can we contact your current Supervisor prior to a job offer? No_______ Yes _______
 Notify me prior to contacting Supervisor
Dates of Employment: From ____________________ to ___________________
Employing Firm: ______________________________Job Title: ________________________
Address:  ___________________________________________________________________
___________________________________________________________________________
Supervisor: ______________________________Supervisor Phone:_____________________
Reason for Leaving:___________________________________________________________
Were you ever disciplined/discharged from this employer?  No_______ Yes_______
If ‘Yes’,  disciplined 	 discharged 	 please explain:
___________________________________________________________________________
___________________________________________________________________________
Can we contact your current Supervisor prior to a job offer? No_______ Yes _______
 Notify me prior to contacting Supervisor

I certify the above information to be true and accurate to the best of my knowledge:
Signature		Date
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Materials Management Division
112 Administration Building
50 Sherburne Avenue
St. Paul, MN 55155
Voice: 651. 296.2600
Fax: 651.297.3996


SERVICE CONTRACT CERTIFICATION FORM
Certification Requirements:  Required for all service contracts (Minn. Stat. § 16C.09).
	Department:
	Division:

	Estimated Cost:
	Source of Funds:  

	*Original Contract Period:  From:	 To: 	 With option to extend 	years
*Note:  According to Minn. Stat. § 16C.09 (6), the term of the original contract must not exceed two years unless the commissioner determines that a longer duration is in the best interest of the State.  If you are requesting an original contract length longer than two years, please write a justification below and send the certification form and solicitation to the Materials Management Division, Acquisition Manager for approval:



Nature of service contract (include a brief description of the service):
Product or result:
Other methods considered:
CERTIFICATION CLAUSES
1. I certify that there is no state employee able and available to perform the described services.
a. Internal to the requesting state agency.
b. External to the state agency.	
State below how you reached the conclusion that no state employee is able and available to perform the described services: 
2. I certify that the work to be performed under this Contract is necessary to the agency’s achievement of its statutory responsibilities and there is statutory authority to enter into the Contract.
3. I certify that the Contract will not establish an employer/employee relationship between the State or the agency and any person performing under the Contract.
4. I certify that the company and/or its agents are not State employees, as per Minn. Stat. §16C.09
5. I certify that the contracting agency has specified a satisfactory method of evaluating and using the results of the work to be performed.
6. [bookmark: TxtMonitor]The following person has been assigned to monitor and act as liaison for the Contract: [Monitor]
7. 
A solicitation estimated over $10,000 is required to be advertised on the MMD website.
Public notice is required for all solicitations estimated over $10,000.  
  I certify that that advertising of this service contract was made on 	and the reference number was	.
8. I certify that no conflict of interest has or will occur throughout the selection and execution of this Contract.
For purposes of certification clause (1), employees are available if qualified and are already doing the work in question or are on layoff status in classes that can do the work in question.  An employee is not available if the employee is doing other work, is retired, or has decided not to do the work in question.  If an employee responds to the solicitation and is determined to be qualified, contact the human resources office in the employee’s department for assistance in contracting with the employee.  After the solicitation has been issued, if a state employee or State agency is identified as being able and available to perform the task outlined in the solicitation, the State reserves the right to cancel the solicitation in its entirety.
	CERTIFICATIONS

	1. Signature of Person Requesting the Service Contract (Required)

		
		
		

	Printed Name
	Signature
	Date

		
		
		
		

	Title
	Phone Number
	E-Mail
	Fax Number

	2. ALP Certified Buyer (ALP Certified Buyers can approve only up to their delegated authority, but not to exceed $50,000.)

		
		
		

	Printed Name
	Signature
	Date

		
		
		
		

	Title
	Phone Number
	E-Mail
	Fax Number


SEND TO MMD WHEN ABOVE THE AGENCY BUYER’S DELEGATED ALP AUTHORITY
	3. Agency Head or Agency Head Delegate Signature (Agency Head or Agency Head Delegate must sign if the request is over $50,000.  The request must then be sent to MMD.)

	Signature:
		
	Date:
		

	Title:
		
	E-mail:
		
	Phone Number:
		

	4. Dept. of Admin, MMD (ALP Certified Buyers can approve only up to their delegated authority, but not to exceed $50,000.  All other requests must be sent to MMD for consideration of the appropriate MMD staff.)
  Approved.  You are given a one-time special delegation to process this service contract.
  Approved.  Please send an Open Market Requisition (OMR) to MMD to process.
  Not Approved.  Reason: 	

	Signature:
		
	Date:
		

	Title:
		
	E-mail:
		
	Phone Number:
		



Instructions for using the Service Contract Certification Form
Solicitation of service contracts must be in compliance with Minn. Stat. §16C.09.  
Under $5,000 – Use one of the following:	
1. Consider each service contract requirement on a case by case basis and complete a Service Contract Certification Form.
2. The act of placing the order or creating the contract by the ALP buyer constitutes the certification by the certified ALP buyer that all the requirements of the Minn. Stat §16C.09 are met and that the vendor has certified that it and/or its agents are not State employees.
3. Submit a request to the MMD Assistant Director/Acquisitions Manager for a blanket approval for each Fiscal Year a listing of service contracts that meet the requirements of the statute.  When the requested list is approved, it will be returned to the agency so that agency buyers can create contracts or orders for the approved services without using this form.
Above $5,000 – Use one of the following:
1. If within the ALP Buyer’s authority, the Service Contract Certification Form must be completed and if approved signed by the ALP buyer.  
2. If over the ALP Buyer’s authority, the Service Contract Certification Form must be completed and submitted to the MMD Assistant Director/Acquisitions Manager for approval.
3. Submit a request to the MMD Assistant Director/Acquisitions Manager for a blanket approval for each Fiscal Year a listing of service contracts that meet the requirements of the statute.  When the requested list is approved, it will be returned to the agency so that agency buyers can create contracts or orders for the approved services without using this form.
Category 1 - Agency issues the solicitation and requests a contract for more than two years
A. The agency prepares the Service Contract Certification Form prior to issuing the solicitation.
B. If the agency is requesting a contract period that exceeds two years, the agency submits the certification form to the Materials Management Division (MMD) Acquisition Manager, along with a copy of the solicitation. 
C. The Acquisition Manager either approves or disapproves the request for an extended contract period and signs the certification form and returns it to the agency.
Category 2 - MMD issues an agency specific solicitation and contract
A. The Acquisition Management Specialist (AMS) contacts the agency to have a Service Contract Certification Form prepared and submitted to MMD prior to issuing the solicitation.  Appropriate signatures at the agency must be obtained before forwarding it to MMD.
B. The AMS signs the Service Contract Certification Form processes the solicitation and contract.
C. The AMS mails a copy of the signed Service Contract Certification Form and contract to the agency.
D. The AMS keeps a copy of the signed Service Contract Certification Form with the contract.
Category 3 - MMD issues a multi-agency or statewide solicitation and contract
A. AMS processes the certification form and obtains supervisory approval.
B. The AMS processes the solicitation and the contract.
C. AMS keeps a copy of the certification form with the contract documents.	
When agencies use a multi-agency or statewide contract:
1. For any order issued within their ALP purchasing authority against the contract, the agency MUST process a certification form before issuing a work order or a Contract Release Order (CRO) for the work to be performed against the contract.  Consult the Contract Release for instructions on how to order services from the contract.  MMD’s signature is not required for these orders.  See the exceptions at the top of this sheet for orders under $5,000.
2. For any contract order above the buyer’s ALP purchasing authority, the agency MUST submit the certification form to the AMS in charge of the contract for signature before issuing a work order or a CRO.  For those orders over $50,000, the Agency Head or Agency Head Delegate must sign the form before submitting it to MMD.  MMD’s signature approval is required on form before the agency issues orders above the ALP authority of the agency buyer.  The Contract Release gives instructions on how to order services from the contract. 

[bookmark: _Toc347920192]Appendix B8 – FCRA Rights Summary
A Summary of Your Rights
Under the Fair Credit Reporting Act
The Consumer Financial Protection Bureau has assumed enforcement responsibility for FCRA.  The updated FCRA Rights Summary form is available at the following link:  CFPB Summary of Rights under FCRA
A copy of this form must be presented to the finalist along with the FCRA Disclosure and Authorization form (appendix B-4) and the M.S. 13C – Access to Consumer Reports form (appendix B-5).
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